UNCLASSIFIED

Battlespace Awareness Joint Functional Concept 2003 Comment Resolution Matrix

	ORG/

REVIEWER
	Page #
	Para #
	Line #
	Class
	Comments
	A/R/P

	Joint Staff J6A

CDR Ed Mullen

703-695-6473
mullenej@js.pentagon.mil or

mullenej@js.pentagon.smil.mil
	22
	1
	681
	U
	Critical: BA will not be the single source for all data that decision makers will need in the conduct of their responsibilities in fulfilling mission requirements.  
Recommendation:  Change to read:  “ BA interface will provide important and relevant data and information to the CIE which will in turn serve as the primary source for data, information and collaboration as required for commanders and their staffs and all other friendly entities in the AOR.   
Rationale:  BA is a critical battlefield function that must occur.  It provides the necessary information about the environment that is crucial for decision makers.  The primary source of data, information and collaboration will be the CIE.  BA will be a provider to and customer of the CIE, just as other functional concepts will – but it is not envisioned that BA will be the “single source” for all the data that decision makers need

Sponsor Comment: Accepted as suggested, p. 23
	A

	Army, HQ TRADOC, Barbara Reddy, DSN 680-2213

reddyb@monroe.army.mil
	10
	1.3
	
	U
	Critical: Definition of Battlespace Awareness is insufficient.
Recommendation: Include the following definition of Battlespace Awareness in the overview paragraph: “The situational knowledge whereby the Joint Force Commander plans operations and exercises command and control. It is the result of the processing and presentation of information comprehending the operational environment -- the status and dispositions of Blue, Red, and non-aligned actors; and the impacts of physical, cultural, social, political, and economic factors on military operations.”

Rationale: While intelligence is a major component of BA, the two are not synonymous. (p. 20) Then, what is BA? Document should clearly define BA so all readers have an understanding of the terminology and a basic start point for determining how to fight using this concept. A definition of BA doesn’t appear in the document until pg 71 taken from the HLS Concept, pg 16.

Sponsor Comment: Accepted as suggested, pp. 2 and 12
	A

	Army G-2, DAMI-ISR, Mr. Nicholas Aleshin, DSN 225-2944, Nicholas.Aleshin@hqda.army.mil
	2 & 10
	1 & 1.3
	32-39 & 278-285
	U
	Critical: Description of what Battlespace Awareness (BA) provides is insufficient: “Battlespace Awareness in 2015 provides commanders and force elements the ability to make better decisions faster by enabling a more thorough understanding of the environment in which they operate, relevant blue force data, the adversaries they face, and non-aligned actors that could aid in or detract from blue force Battlespace success. BA will bring to bear a constellation of highly responsive sensors (e.g., unattended, human, intrusive and remote) providing persistent, redundant and tailored coverage of the battlespace.”

Recommendation: Replace the above quote with “Battlespace Awareness in 2015 provides actionable intelligence to commanders and warfighters. This capability, enabled by a thorough understanding of the battlespace focusing on the adversary and other relevant factors, brings to bear a responsive system-of-systems fully integrating personnel, documents, equipment, and technical means in providing persistent, redundant, and tailored coverage.”

Rationale: Concept needs to indicate what BA will provide, rather than “make better decisions faster” and “a more thorough understanding” (better or more thorough than what?). Actionable intelligence (intelligence that is not merely timely, accurate and seamless, but highly relevant, even critical) answers the question, “what does BA provide?” As written, the concept excludes documents and equipment. The term “sensors” is rather limited; “technical means” encompasses more.

Sponsor Comment: Accepted as suggested pp. 2 and 12
	A

	Army G-2, DAMI-ISR, Mr. Nicholas Aleshin, DSN 225-2944, Nicholas.Aleshin@hqda.army.mil
	All
	
	
	U
	Critical: The document does not explain “how” the BA Functional Concept will work.
Recommendation: The Intelligence Cycle is a start point, which can be employed for discussion of what the future may hold in store.

Rationale: A nationally accepted (National Intelligence Community, to include all DoD elements) definition or paradigm describing the current intelligence process is contained in the 5-step Intelligence Cycle (Task, Collect, Process, Analyze, Disseminate), providing a general idea or paradigm of “how” the current intelligence system works. Chapters devoted to the Intelligence Cycle are published in Joint Publication 2-0, Doctrine For Intelligence Support To Joint Operations; and Joint Publication 2-01, Joint Intelligence Support To Military Operations.

Sponsor Comment: The “how” of the BAFC is explained, in general terms, on page 11, lines 287-325.  In essence, the linear nature of the current intelligence cycle (the “steps”) will become dynamic and interactive, enabled by a robust network and smart agents that both push and pull information to users.

Conference resolution: Comment review gained consensus
	A

	Army G-2, DAMI-ISR, Mr. Nicholas Aleshin, DSN 225-2944, Nicholas.Aleshin@hqda.army.mil
	All, example at 28-31
	3.2
	963-1085
	U
	Critical: The human dimension is insufficiently integrated into the concept in favor of what reads like a technical-, platform- and sensor-oriented set of processes. A representative example is found in section “3.2 Illustrative Scenario.”

Recommendation: The human dimension should be integrated throughout the document to show its importance in the concept. References to technical-, platform-, and sensor-oriented parts of the Battlespace Awareness “system of systems” are listed throughout the document, but references to the human element, such as the J2X, seem added merely as an afterthought. The human dimension is critical regarding: 1) HUMINT/Counterintelligence (CI), 2) language and cultural expertise, and 3) predictive analysis. These are manpower-intensive (i.e., human) areas that cannot be ignored.

Rationale: Clarity and reality.

Sponsor Comment: Under section 4.2.3 Recruit, Retain, and Train World-Class BA Personnel, added, “Although this concept clearly calls for foreseen technological enhancements addressed above, the level of personnel committed to gaining and maintaining BA is not likely to be diminished.  Artificial intelligence and sensor netting will only enhance BA personnel’s efficiency, not take their place.  The nation will continue to require strategic, operational and tactical intelligence professionals operating in centers of excellence and attached to operational units alike.”
	A

	Army G-2, DAMI-ISR, Mr. Nicholas Aleshin, DSN 225-2944, Nicholas.Aleshin@hqda.army.mil
	All, example at 28-31
	3.2
	963-1085
	U
	Critical: The entire concept is oriented on targeting and the targeting process, to the exclusion of the other functions of intelligence. “Support to targeting” and “BDA” are but two of the six intelligence functions (Intelligence Preparation of the Battlespace, Situation Development, Support To Targeting, Battle Damage Assessment, Indications & Warning, and Force Protection [U.S. Army Field Manual 34-1, Intelligence & Electronic Warfare Operations].

Recommendation: Ensure that the other functions of intelligence, which are of paramount importance to all Services, are equitably represented throughout the concept.

Rationale: Joint document must apply to all types of combat and all Services.

Sponsor Comment:  Disagree that FC is oriented on targeting.  The FC addresses all of the “traditional” intelligence operations, but it does so in terms of functional capabilities.  For example, traditional “Indications and Warning” is accomplished by the activities we describe on page 4 as Observation and Collection, and Orient and Assess.  Further, in response to STRATCOM comment on page 11, line 300-307 we added the following language: “The ultimate goal of this information collection and analysis is to develop actor-specific analyses of adversary decision-making that describe an adversary’s values, strategic culture, decision calculus, risk propensity, and capacity for situational awareness to the maximum extent possible.”

** Six traditional Army intelligence functions added/amended lines 737-741.

Conference resolution: Comment review gained consensus.

  
	A

	Army G-2, DAMI-ISR, Mr. Nicholas Aleshin, DSN 225-2944, Nicholas.Aleshin@hqda.army.mil
	12-13
	1.4.2
	349-387
	U
	Critical: The document does not include sufficient discussion of risks associated with the “ubiquitous network.” No mention is made of operating without the network. Recent events on the U.S. East Coast (14 August 2003 “blackout,” and September 2003 Hurricane Isabel) demonstrated how vulnerable our hardened networks were to the elements (inclement weather). Combat provides ever more critical stresses. If the network is temporarily or permanently disabled, commanders and warfighters will still be expected to conduct operations. Planning for such contingencies is not only prudent, but also required for normal military operations.

Recommendation: Include discussion of this serious risk and the need to plan for such contingencies. The concept needs to consider operations under all conditions.

Rationale: Although backup plans do not need to be detailed in a concept, such risks and alternate planning must be acknowledged and considered.

Sponsor Comment: Paragraph added at 382-385.
	A

	Army G-3, DAMO-SSP, 

MAJ Scott Miller, DSN 224-2252, scott.miller2@hqda.army.mil
	12
	1.4.2
	353
	U
	Critical:

Recommendation: The discussion of risk fails to address the vulnerability of our situational awareness in the future to deception.

Rationale: Our Battlespace Awareness in 2015 is heavily reliant on technology, sensors and systems. While extremely capable they are still systems and will have vulnerabilities that our creative and adaptive adversary in the future will exploit. The concept must acknowledge this risk so that counters are developed. The network should include measures for instantaneous vetting and multiple crosschecks of certain priority information. For example the automated dispatch of a UAV to confirm a sensors report. 

Sponsor Comment: Inserted on p. 12, under para. 1.4.2 Risks “Loss of the Network. - If the network is temporarily or permanently disabled, commanders and warfighters will still be expected to conduct operations. Tactics, techniques and procedures for such contingencies will be critical for normal military operations.”
	A

	Army G-3, DAMO-SSP, 

MAJ Scott Miller, DSN 224-2252, scott.miller2@hqda.army.mil
	14


	2.1
	400
	U
	Critical:

Recommendation: Write a paragraph acknowledging the paradigm shift towards a significant reliance on the protection provided by information over conventional physical protection, saving weight in order to enhance deployability.

Rationale: Blue forces in an effort to achieve greater deployability, agility and flexibility have made the decision to trade physical protection (armor) for protection provided by greater battlefield situational awareness. This is an extremely important point and responsibility placed on BA.

Sponsor Comment: Inserted paraphrase of above into para. 2.1.3
Work with Dispersed Forces, “… non-contiguous forces. Another implication for BA is that Blue forces, in an effort to achieve greater deploy-ability, agility and flexibility may make the decision to trade physical protection (armor) for protection provided by greater battlefield situational awareness.  This is an extremely important point and responsibility placed on BA, especially with respect to sensing.  Dispersed forces imply…”
	A

	Army G-3, DAMO-SSP, 

MAJ Scott Miller, DSN 224-2252, scott.miller2@hqda.army.mil
	11

16

27
	1.3

2.2.1

3.1
	300

468

913
	U
	Critical:
Recommendation: Include the importance of specific cultural understanding in order to perform comprehensive all-source analysis and understanding, yielding greater effectiveness of operations and strategy.

Rationale: We must go beyond the simplistic targeting and engagement in the physical realm. Instead, target and execute in order to achieve the desired effects of rending and destroying the enemy’s will while simultaneously being sensitive to secondary and tertiary effects, facilitating co-opting the goodwill and support of the local population.
Sponsor Comment: 

Inserted text on pp. 2 and 11 with: 

“In addition to traditional assessments of adversary capability, and improved understanding of adversary decision-makers’ value structures and perceptions will enhance tailored operations against potential foes.”

--

And changed pp.24-25 lines 795-803 to read: 

“In addition to the application of new technologies and techniques, many of the BA’s targets of interest will require HUMINT to acquire the desired intelligence.  Determining the intent of global terrorist organizations and other non-state and international criminal entities is nearly impossible without the use of human agents.  Human intelligence must focus on gaining access and insights into the most difficult "targets," e.g., terrorist cells, hard and deeply buried targets, closed regimes, WMD/E weapons development efforts, and deployment plans.  

“Effective human intelligence will enable better positioning of technical collection systems, and human agents will be used in concert with other collection means (such as, planting proximate sensors, tagging targets of interest) to increase the effectiveness of both HUMINT and the other collection means. HUMINT intelligence reporting will be placed on the network to allow access by decision makers throughout the battlespace, and integrated into situational awareness displays to provide joint forces with battlespace visualization. Once cued on a ‘target’ of interest, seamless machine-to-machine interfaces amongst technical collection systems will help ensure no activity of interest goes unnoticed or unanalyzed.”


	A

	 STRATCOM

PR11

CAPT Patton

DSN: 271-1660

pattonm@stratnets.stratcom.smil.mil or

pattonm@stratcom.mil
	Gen
	
	
	
	Critical:  While presenting a thorough discussion of sensing of the physical and virtual battlespaces, this concept does not address the “battlespace” most important to the success of strategic deterrence—the mind of adversary leadership.  This ‘soft’ sensing target will require a different type of battlespace awareness (strategic deterrence intelligence and assessment) than the collection means currently discussed in the document.  
Recommendation:  Recommend incorporating language from the Strategic Deterrence Joint Operating Concept sections on Global Situational Awareness and Metrics/Experimentation as sources for capturing this idea within the document.

Rationale:  Completeness

Sponsor Comment:

Replace p. 2 lines 54-61 and page 11 lines 300-307 with: 

“Commanders will maintain a deeper understanding of potential enemy courses of action by integrating the capability for archived and real time data to auto-populate modeling and simulation, and by leveraging these models and simulations in training and operations to perform rapid and continuous alternative forecasting.  By providing simultaneous current and forecasted future depictions of BA resources and insight into their potential responsiveness, commanders will be able to quickly re-task multiple sensors to react to emerging operational situations.  In addition to traditional assessments of adversary capability, and improved understanding of adversary decision-makers’ value structures and perceptions will enhance tailored operations against potential foes.”

Replace p. 11 lines 300-307 with: 

“Commanders will maintain a deeper understanding of potential enemy courses of action by integrating the capability for archived and real time data to auto-populate modeling and simulation, and by leveraging these models and simulations in training and operations to perform rapid and continuous alternative forecasting.  By providing simultaneous current and forecasted future depictions of BA resources and insight into their potential responsiveness, commanders will be able to quickly re-task multiple sensors to react to emerging operational situations.  In addition to traditional assessments of adversary capability, and improved understanding of adversary decision-makers’ value structures and perceptions will enhance tailored operations against potential foes. The ultimate goal of this information collection and analysis is to develop actor-specific analyses of adversary decision-making that describe an adversary’s values, strategic culture, decision calculus, risk propensity, and capacity for situational awareness to the maximum extent possible.  These ISR efforts also seek to identify the adversary’s potential attack means and the most appropriate targets to be attacked.”

Add to the end of paragraph 2.2.3:

“Where information gaps exist, full-spectrum ISR will seek to provide persistent surveillance of leadership figures, facilities, proliferation mechanisms and high-value forces in the face of increasingly sophisticated adversary denial and deception efforts.  ISR efforts must be persistent across time, seamless across key geographic regions, take advantage of the most capable collection platforms, gather data across the information spectrum and benefit from cooperation and timely cross-cueing of national agency, overhead and sensitive reconnaissance assets.”  

Change pp.24-25 lines 795-803 to read: 

“In addition to the application of new technologies and techniques, many of the BA’s targets of interest will require HUMINT to acquire the desired intelligence.  Determining the intent of global terrorist organizations and other non-state and international criminal entities is nearly impossible without the use of human agents.  Human intelligence must focus on gaining access and insights into the most difficult "targets," e.g., terrorist cells, hard and deeply buried targets, closed regimes, WMD/E weapons development efforts, and deployment plans.  

“Effective human intelligence will enable better positioning of technical collection systems, and human agents will be used in concert with other collection means (such as, planting proximate sensors, tagging targets of interest) to increase the effectiveness of both HUMINT and the other collection means. HUMINT intelligence reporting will be placed on the network to allow access by decision makers throughout the battlespace, and integrated into situational awareness displays to provide joint forces with battlespace visualization. Once cued on a ‘target’ of interest, seamless machine-to-machine interfaces amongst technical collection systems will help ensure no activity of interest goes unnoticed or unanalyzed.”


	A

	STRATCOM

PR11

CAPT Patton

DSN: 271-1660

pattonm@stratnets.stratcom.smil.mil or

pattonm@stratcom.mil
	57
	A.3-1
	
	U
	Critical:  Current definition of Strategic Deterrence does not match definition found in Strategic Deterrence Joint Operating Concept.  
Recommendation:  Replace first paragraph with “Strategic Deterrence is defined as the prevention of adversary aggression or coercion threatening vital interests of the United States and/or our national survival.  Strategic deterrence convinces adversaries not to take grievous courses of action by means of decisive influence over their decision making.”  
Rationale:  Correctness

Sponsor Comment: 

Change p. 57 lines 1495-1498 to read:

“Strategic Deterrence is defined as the prevention of adversary aggression or coercion threatening vital interests of the United States and/or our national survival. Strategic deterrence convinces adversaries not to take grievous courses of action by means of decisive influence over their decision-making.”

Change p. 57 lines 1504-1506 to read: 

“Based on the Strategic Deterrence Operating Concept, knowing the intentions of a potential enemy will be critical.  Strategic deterrence intelligence takes two forms.  The first is the underlying information regarding adversary decision-makers’ perceptions of benefits, costs, and consequences of restraint on which deterrence operations are based.  The second is the operational intelligence information about adversary assets, capabilities, and vulnerabilities required to conduct credible and effective deterrence operations. Because strategic deterrence is a full spectrum campaign conducted predominantly in peacetime, many crucial elements necessary to fully characterize potential adversaries need to be given a higher collection priority than has been traditionally associated with non-crisis periods.”
	A

	STRATCOM

PR11

CAPT Patton

DSN: 271-1660

pattonm@stratnets.stratcom.smil.mil or

pattonm@stratcom.mil
	Tbl A-3
	
	
	U
	Critical:  This table must be reworked to incorporate the most current revision.
Recommendation:  Current list of required capabilities/attributes does not match Appendix E:  Required Capabilities and Attributes for Strategic Deterrence found in draft Strategic Deterrence Joint Operating Concept V0.3.  
Rationale:  Correctness

Sponsor Comment:

Incorporate capabilities/attributes listed in Appendix E:  Required Capabilities and Attributes for Strategic Deterrence, draft Strategic Deterrence Joint Operating Concept V0.3 into Table A-3, pp. 58-64

**Accepted
	A

	STRATCOM

PR11

CAPT Patton

DSN: 271-1660

pattonm@stratnets.stratcom.smil.mil or

pattonm@stratcom.mil
	16
	2.2.2
	472
	U
	Critical:  Delete first sentence from paragraph.  
Recommendation:  Although WMD is of great concern to DoD, we cannot allow adversaries to view it as an “equalizer.”  Inflammatory statements to this effect can inadvertently undermine strategic deterrence if misunderstood by others.

Rationale:  Clarity

Sponsor Comment:

Change p. 16 lines 472-487 to read:

“The trend is for WMD development and use to continue.  The implications for BA are clear: new sources and methods must be developed and used to detect, identify, discriminate, and track both WMD and WMD precursors.  The new sensors and analysis techniques must be able to separate nuclear weapons and fissile material from background radiation.  Biological sensors must be able to discriminate biological warfare agents from common illnesses.  The sensor net must operate in such a way as to be useful throughout the spectrum of peace and war.”

**Minor edits to text but accepted.
	A

	COMMARFORLANT

LTCOL AUMULLER

DSN: 836-0741

aumullerdf@marforlant.usmc.mil(smil) 
	N/A
	
	
	U
	Critical:  The term “Battlespace Awareness” is confusing.  The JFC in its present form does not lead to accountability or understanding of what BA is, and what direction is required to improve upon it.  In conjunction with this, it must be incorporated within a doctrinal framework with existing terms and frames of reference, in order to establish a logical path for future experimentation and design.  In particular, BA must be leveraged against ongoing efforts with respect to Operational Net Assessment (ONA), IPB, and other decision-making products, terms, and concepts.  

Recommendation:  Change substance of document to better define BA, it’s relationship within the JOCs and JFCs, and how BA expands upon and improves upon the existing doctrinal framework.  

Rationale: Reading through the document, it is clear that the intent of the concept is to refine advanced technological capabilities, particularly with regards to information systems, in order to provide better overall situational awareness to the commander.  However, the real definition of BA, and how it fits within the overall transformation framework, and the way in which it is to establish accountability amongst the RCCs and Service Chiefs must be better stated.  
Sponsor Comment:  Three separate points:

1. BA has been further defined per comments above.  

2. In as much as this is attempting to “imply changes in joint force doctrine…” (p. 10, para. 1.1, line 281) it does not necessarily follow that the BAFC be closely linked to existing doctrine using “existing terms and frames of reference”.

3. The Preface to this document captures the lineage from the JOpsC.  The BA concept does leverage ongoing efforts with respect to Operational Net Assessment (ONA), IPB, and other decision-making products, terms, and concepts.  Working with JFCOM, BAFC author was explicitly asked not to mention JFCOM concepts by name because they may change in name over time.  But the capability they call for will not.  Therefore, the capability required is called for in the concept.

**Dealt with in previous comment responses

Conference resolution: Comment review gained consensus.  USMC accepted conference resolution.
	A

	CENTCOM

Maj Hackbarth

DSN: 651-5149

Hackbakj@centcom.smil.mil or

Hackbakj@centcom.mil
	Gen
	
	
	U
	Critical:  

Recommendation:   Add details concerning blue force tracking.

Rationale:  This critical aspect of battlespace awareness should be covered in greater detail.

Sponsor Comment: Blue force details added in section 3.1 Battlespace Awareness Functional Activities, p. 32, “Blue Force Tracking – The BA Functional Concept recognizes the need for the commander to have a complete picture of the battlespace, to include friendly forces.  This complete picture, shared throughout the battlespace contributes to the force’s ability to self-synchronize and allows the US and its allies to avoid fratricide.”
	A

	CENTCOM

Maj Hackbarth

DSN: 651-5149

Hackbakj@centcom.smil.mil or

Hackbakj@centcom.mil
	Gen
	
	
	U
	Critical:  

Recommendation:  Add details concerning the integration of coalition and allied integration into the battlespace awareness picture.

Rationale:  The JOpC notes that in the future, the majority of military operations will involve operations with international partners.

Sponsor Comment:  Added new section 2.1.4, p.17, “Coalition Environment” with text “Our nation reserves the right to act both preemptively and unilaterally.  However, history demonstrates that few conflicts are resolved through unilateral action.  Sharing BA information with coalition and allied partners is a future challenge that will require sophisticated applications able to protect classified data across domains and security levels.”
	A

	CENTCOM

Maj Hackbarth

DSN: 651-5149

Hackbakj@centcom.smil.mil or

Hackbakj@centcom.mil
	15
	
	435
	U
	Critical:  Add details concerning blue force tracking.

Recommendation:   Add additional paragraph to address the challenges relating to tracking US, allied, and coalition forces.  “Dispersed forces and decentralized execution will require the ability to track US, allied, and coalition forces throughout the battlespace.  The friendly picture must be real-time and accessible to all friendly forces.  The increasing capabilities of smaller force packages will drive the need to greater granularity in tracking friendly forces.  Additionally, the use of weapons with greater stand-off distances will require more accurate and timely information concerning the location of friendly forces.  Accurate and timely information concerning friendly force movement and activity is a key factor in achieving decision superiority.” 

Rationale:  The more dispersed our forces become, the more difficult to ascertain precise locations.  Knowing where friendly forces are located will also increase in importance as we explore the use of weapons with greater stand-off distances (some perhaps originating from CONUS).

Sponsor Comment: Comments included as written.  Page 17.
	A

	CENTCOM

Maj Hackbarth

DSN: 651-5149

Hackbakj@centcom.smil.mil or

Hackbakj@centcom.mil
	15
	
	440
	U
	Critical:  Add details concerning the integration of coalition and allied integration into the battlespace awareness picture.

Recommendation:  Insert, “…, to include coalition and allied forces, …” between “…blue forces…” and “…in its area…”.

Rationale:  Coalition and allied partners are in integral part of the “blue force picture”.

Sponsor Comment: Comments included as written.  Page 16.
	A

	CENTCOM

Maj Hackbarth

DSN: 651-5149

Hackbakj@centcom.smil.mil or

Hackbakj@centcom.mil
	15
	
	446
	U
	Critical:  Add details concerning the integration of coalition and allied integration into the battlespace awareness picture.

Recommendation:  Insert paragraph, “2.1.X Coalition Environment  Our nation reserves the right to act both preemptively and unilaterally.  However, history demonstrates that few conflicts are resolved through unilateral action.  Sharing BA information with coalition and allied partners is a future challenge that will require sophisticated applications able to protect classified data across domains and security levels.”

Rationale:  Coalition and allied partners are in integral part of the “blue force picture”.

Sponsor Comment: Comments included as written.  Page 16.

Dealt with in previous discussion of multinational/interagency.
	A

	CENTCOM

Maj Hackbarth

DSN: 651-5149

Hackbakj@centcom.smil.mil or

Hackbakj@centcom.mil
	16
	
	469
	U
	Critical:  Add details concerning blue force tracking.

Recommendation:   Insert, “…and identify friendly forces.” after “…non-combatants.” 

Rationale:  The urban fight is a chaotic, confusing place.  Certainly TTPs go a long way to protect personnel from fratricide in close quarters, however, sensors may offer an additional edge to the warfighter.

Sponsor Comment: Comments included as written.  Page 16.

Dealt with in previous BFT critical comment.
	A

	CENTCOM

Maj Hackbarth

DSN: 651-5149

Hackbakj@centcom.smil.mil or

Hackbakj@centcom.mil
	27
	
	912
	U
	Critical:  Add details concerning blue force tracking.

Recommendation:   Add additional paragraph, “Blue Force Tracking – The BA Functional Concept recognizes the need for the commander to have a complete picture of the battlespace, to include friendly forces.  This complete picture, shared throughout the battlespace contributes to the force’s ability to self-synchronize and avoid fratricide.”

Rationale:  This critical aspect of battlespace awareness should be covered in greater detail.

Sponsor Comment: Comments included as written.  Page 30.

Dealt with in previous BFT critical comment.
	A

	AF/XONP

Mr. George Havrilak

614-5696

george.havrilak@ pentagon.af.mil

or 

george.havrilak@

af.pentagon.smil.mil
	16
	2.2.2
	471-479
	Critical:

Recommendation: Change paragraph to read:


“2.2.2 Weapons of Mass Destruction and the Means of Delivery  (WMD/M)”

“WMD/M WMD are the great equalizer.  The trend is for WMD/M WMD proliferation, acquisition, development and use to continue; and for the U.S., its friends and allies to employ preemptive military operations to combat WMD/M.  In addition, Joint Forces will likely be exposed during operations, especially urban operations, to toxic industrial chemicals and materials (TIC/TIM). The implications for BA are clear.  New sources and methods must be developed and used to detect, identify, discriminate and track TIC/TIM, WMD/M WMD materials, technology and expertise and WMD precursors.  The new sensors and analysis techniques must be able to continually provide information about the chemical, biological, radiological and nuclear situation in the air, water, on land, on personnel, equipment or facilities.  This capability includes the need to detect, identify and quantify those CBRN hazards in all physical states separate nuclear weapons and fissile material from background radiation.  Biological sensors must be able to … illnesses.  The sensor net must operate in such a way as to be useful throughout the spectrum of peace and war.

Rationale:  Correct serious omissions and for consistency.  The National Strategy to Combat WMD identifies the threat in broader terms.  It includes not just WMD; it includes the means of delivery, materials, technology and the expertise to develop it all.  Your first illustrative scenario (3.2) includes the means of delivery and threats of nuclear, chemical and biological weapons. 

TIC/TIM are also a serious concern and a lesson learned from OIF.  The original paragraph only mentioned the need for sensors to detect nuclear and biological threats, yet one of the most serious and widespread threats is found in traditional chemical weapons.  There is also the threat of fourth generation chemical agents.  Our proposed language is consistent with language found in a draft of the JRO-CBRN Defense’s Sense Modernization Plan.

Sponsor Comment:  Comments included as written.  Page 17.

Tabled WMD/M; WMD/E
	A

	AF/XONP

Mr. George Havrilak

614-5696

george.havrilak@ pentagon.af.mil

or 

george.havrilak@

af.pentagon.smil.mil
	33
	4.1.2
	1125-1127
	Critical:

Recommendation:  Change sentence to read: “Observe and collect covers the range of detection, identification, characterization and tracking from items such as WMD/M WMD materials, technology and expertise and WMD precursors through political events of military significance.

Rationale:  Consistent with previous comment.  The National Strategy to Combat WMD requires this capability in order to interdict or intercept WMD/M materials, technology and expertise.

Sponsor Comment:  Comments included as written.  Page 36.

Tabled WMD/M; WMD/E
	A


UNCLASSIFIED

01/05/04

