UNCLASSIFIED

Draft Protection JFC Comment Resolution Matrix

	ORG/

REVIEWER
	Page #
	Para #
	Line #
	Class
	Comments
	A/R/P

	Marine Corps

HQMC PP&O

PSH

LtCol CHILL 

DSN: 222-4244

chillsa@hqmc.usmc.mil
or

chillsa@hqmc.usmc.smil.mil

	4
	1
	8-10
	U
	Critical: “…the Protection Joint Functional Concept identifies

four Mission Capability Areas (MCAs):  Air and Missile 

Defense, Critical Asset Protection, Computer Network Defense

and Personnel Protection.” 

Recommendation:  “…the Protection Joint Functional Concept Identifies three Mission Capability Areas (MCAs): Physical Asset Protection, Information Assurance and Personal 

Protection.”

Rationale: Page 10, Para 2, Line 8-10, states  “The U.S. Armed

Forces are in the process of transforming their protection 

capabilities from a threat-based model, which has dominated

thinking in the past , to a capabilities based model for the 

future.”  This is however not the case with the MCAs as listed

in the PJC.  The MCAs that are to  “…provide synergistic

effort to identify and develop protection capability…..” do not

adequately address the full spectrum of threats that the JF will

face across the ROMO.  The problems with these listed MCAs

As follows:

Air and Missile Defense (AMD)-This is not an MCA.  This is

not a capability based task but rather an activity which is threat based (as stated on page 27, line 3-5  “…AMD enabling

concepts are being developed  to address the full range of 

actions required to effectively counter, and defeat, the entire

spectrum of air and missile THREATS….”

The defense of personal, information, and physical assets 

should incorporate the use of AMD to fulfill the mission need.

This should be an MCE that will be applicable to the other 

three MCAs.

Critical Asset Protection:  The term critical, as it applies to 

assets is a decision made by the commander through the use of his risk assessment and mission analysis.  This MCA should 

read Physical Asset Protection with the applicable MCEs 

covering the criticality protection (i.e., CIP, major military

installations, etc.)

Computer Network Defense-CND should be an MCE for 

Information Assurance.  Page 38 line 18-19 states, “CND is

any action taken to protect, monitor, analyze, detect, and 

respond to unauthorized activity within DoD information 

systems and computer networks.” To ensure that all elements of this intended capability are equally levied and the threat spectrum is defended seamlessly through the information mediums this MCA should labeled as Information Assurance with CND as an MCE.

Sponsor Comment:  Concur with the recommendation to identify three MCAs (Protect Personnel, Protect Physical Assets, Protect Information). The MCAs reflect the broad categories that describe what must be protected to provide the Joint Force the maximum opportunity to conduct force operations in 2015.  Air and Missile Defense, Computer Network Defense, along with Maritime Defense, and Defensive Counterspace  are Mission Capability Elements that define how the Joint Force will protect personnel, physical assets and information.  These MCEs will be described in detail in enabling concepts that address either the entire MCE or individual enabling concepts that describe specific capabilities within an MCE.  Page 4, line 9-11
	    A

	OPNAV N810T, LCDR Cary Krause DSN:  224-2260

COM: (703)614-2260

Krause.Cary@cno.navy.smil.mil or cary.krause@navy.mil
	4
	2
	18-20
	U
	Critical:  the JFC fails to adequately convey the importance of continuity and sustainability in respect to protection that is a driving force behind forward deployed forces.  These characteristics are critical, especially in an asymmetrical threat environment.  Characteristics of protection are defined as “proactive, focused and conducted by integrating military and cross government capabilities against our adversaries.”

Recommendation:  Change to read, “Protection must be persistent, proactive, focused, and conducted by integrating military and cross government capabilities against our adversaries.”

Rationale: The JFC does not fully represent the capabilities provided from forward deployed air, land, sea or space assets.   

Sponsor Comment:  Concur. Concept already specifies the need for persistence. Have added the following after “…capability enablers” for clarity: “In order to optimize force protection these capabilities must have the following attributes: fully integrated, networked, persistent, and effective.” Page 4, line 13-14
	    A

	AF/XOR S&C4ISR CONOPS

Lt Col Williams

DSN: 426-6071

Frank.Williams@pentagon.af.smil.mil or

Frank.Williams@pentagon.af.mil
	10
	2
	
	U
	Critical:  

Recommendation: Add “f.  The increasing dependence on space systems and technologies will add vulnerabilities that will be defended.”

Rationale: Accuracy, It is critical to include the defensive counterspace capability that the Executive Agent for Space is providing in the 2015 timeframe.  Specifically, the Air Force is developing Tactics, Techniques and Procedures and fielding the Rapid Attack ID Detection and Reporting System in order to protect our space-based capabilities.  Successful Joint warfare requires full integration the Air Force’s air, space and information operations capabilities.
Sponsor Comment: Concur. Inserted risk “f” on page 11, line 1-2
	    A

	Joint Staff J6A

CDR Ed Mullen

703-695-6473

mullenej@js.pentagon.mil or

mullenej@js.pentagon.smil.mil
	10
	
	24
	U
	Critical:  Access to network information cannot be unrestricted.

Recommendation: Change wording to “Required users will have access to network information in a timely manner to support operational requirements as guided by security restrictions and policy guidance.

Rationale: Conditions access to need for security.
Sponsor Comment: Concur. Recommended comments have been added to Chap 2, page 10, par 2.d., line 24-25
	    A

	AF/XONP

Mr. George Havrilak

614-5696

george.havrilak@

pentagon.af.mil

or

george.havrilak@

af.pentagon.smil.mil
	12
	1
	10
	U
	Critical:

Recommendation:  Insert the following sentence: “… and abroad.  In addition, DoD will work with the interagency to develop and maintain the capability to respond to the use of WMD against US citizens, and those citizens and military forces of US friends and allies. In this challenge….”

Rationale:  Correct an omission.  See the Executive Summary, page 4, lines 3-5.  It says this concept describes the capabilities required to also protect “allies and friends”.  The National Strategy to Combat WMD also says in the section entitled, Consequence Management to Respond to WMD Use, “the US must be prepared to respond to the use of WMD against our citizens, our military forces, and those of friends and allies.  We will develop and maintain the capability to reduce to the extent possible the potentially horrific consequences of WMD attack at home and abroad.”  In providing military assistance for consequence management to friends and allies, the military will be prepared to respond to a request for assistance.  

Sponsor Comment:  Concur.  Text inserted on page 12, line-10-12


	    A

	AF/XOR S&C4ISR CONOPS

Lt Col Williams

DSN: 426-6071

Frank.Williams@pentagon.af.smil.mil or

Frank.Williams@pentagon.af.mil
	12
	b
	21
	U
	Critical:  

Recommendation: Add/insert.  “…and space…” after cyberspace.  

Rationale: Accuracy, It is critical to include the defensive counterspace capability that the Executive

Agent for Space is providing in the 2015 timeframe.  Specifically, the Air Force is developing Tactics, Techniques and Procedures and fielding the Rapid Attack ID Detection and Reporting System in order to protect our space-based capabilities.  Successful Joint warfare requires full integration the Air Force’s air, space and information operations capabilities.
Sponsor Comment: Concur. Text “space”  inserted on page 12, line 25, after “ cyberspace”
	    A

	AF/XOR S&C4ISR CONOPS

Lt Col Williams

DSN: 426-6071

Frank.Williams@pentagon.af.smil.mil or

Frank.Williams@pentagon.af.mil
	13
	B
	19
	U
	Critical:  

Recommendation: Add/insert.  “…ground- and space-based attacks on US and friendly space systems…” before “…and, the use of civil….”

Rationale: Accuracy It is critical to include the defensive counterspace capability that the Executive Agent for Space is providing in the 2015 timeframe.  Specifically, the Air Force is developing Tactics, Techniques and Procedures and fielding the Rapid Attack ID Detection and Reporting System
 in order to protect our space-based capabilities.  Successful Joint warfare requires full integration the Air Force’s air, space and information operations capabilities.
Sponsor Comment: Concur.  Text inserted on page 13, line 24-25
	    A

	ARMY

G3 DAMO SSP

MAJ Scott Miller DSN 224-2252 scott.miller2@hqda.army.mil
	14

21
	3.

2c
	19

16
	U
	Critical:  
Recommendation:  Add paragraph that addresses Blue force’s vulnerability to deception; due to a heavy reliance on systems and sensors.  Add the capability to integrate an instantaneous, multi-system, cross-check/cross reference verification process networked into the system.  

Rationale: “Lessons learned” from ongoing and recent operations, as well as, those from national training centers; reveal vulnerabilities of our high-tech systems and sensors to deception.  Our adversaries will continue to adapt and aggressively seek to exploit these vulnerabilities.  Because his survival is at stake, the enemy will learn from the painful lessons inflicted by our capabilities and develop counters to our capabilities.  
Sponsor Comment:  Concur; Have added the recommended comment to the concept with one exception, have changed the term ‘blue force’ to the term ‘friendly forces’ to par 2.d., page 14, line 18-20
	    A

	ARMY

G3 DAMO SSP

MAJ Scott Miller DSN 224-2252 scott.miller2@hqda.army.mil
	15
	1a
	6
	U
	Critical:

Recommendation:   Describe the paradigm shift towards a significant reliance on the protection provided by information and understanding in lieu of conventional physical protection.

Rationale:  Blue forces, in an effort to achieve greater deployability, agility and flexibility, have made the decision to trade physical protection (armor) for protection provided by greater battlefield situational awareness.  This is an extremely important characteristic of operations in the future and its associated risk must be considered and addressed.

Sponsor Comment:  Concur. Will add after “…multi-dimensional operations” the following: to meet this challenge, the Joint Force will be composed of lighter, more agile and rapidly deployable units capable of conducting distributed operations. This force, while lighter, more agile, and more deployable will require the same degree of protection that is provided by current systems. The Joint force will utilize significantly enhanced Battlespace Awareness to meet this future challenge. Page 12, line 24

**Add text in later.  New language resolved.
	     A

	ARMY

G3 DAMO SSP

MAJ Scott Miller DSN 224-2252 scott.miller2@hqda.army.mil
	15
	1b
	18
	U
	Critical:  
Recommendation:  Rephrase paragraph to reflect realistic objectives for the commander so that proper implementation of the protection function can occur.  
Rationale:  Establishing the standard of “clearly understand the adversary’s intentions and motivation, understanding of, and/or predict, an adversary’s action – anywhere and anytime” is extremely dangerous.  Instead, rephrase: “significantly reduce the probability and frequency of surprise as well as, mitigating the effects of an unexpected event when one occurs.”

Sponsor Comment:  Concur; with comment and have added the following “Commanders must have realistic protection objectives so that the proper implementation of the protection function can occur. These objectives will facilitate effective prioritization to ensure protection is provided where most needed in order to preserve operational readiness” , page 9, par 2.c., line 11-14
	    A

	AF/XONP

Mr. George Havrilak

614-5696

george.havrilak@

pentagon.af.mil

or

george.havrilak@

af.pentagon.smil.mil
	17
	(a)
	5-8
	U
	Critical:

Recommendation: “… the littoral, is the province of the Homeland Security JOC.  During MCO, the threat of WMD is great.  The Joint Force must integrate protection capabilities to effectively protect its deployed forces, information and physical assets as well as those of US allies and friends from threats which include terrorist or special operations threats to forces, facilities, and critical infrastructure.  The Joint Force must also be prepared to manage consequences.  The fight for decision superiority must extend to the realm of the terrorist or special operations threats to forces, facilities and critical infrastructure.  The requirement for providing commanders with knowledge and advanced warning of terrorist and special operations threats and intentions is a common protection function….”

Rationale:  Correct a serious omission.  The other three concepts include WMD; however, MCO does not.  The new sentence is consistent with the initial sentence in the executive summary.  The stricken sentence is awkward and confusing.

Sponsor Comment: Concur. New text added on page 17, line 9-12
	     A

	AF/XOHP

Mr Hurckes

703-696-0011
	17
	2b(1) (c)
	22-24
	U
	Critical:  

Recommendation:  Rewrite sentence to read, “Key protection elements mission capability activities include, but are not limited to, personnel protection, critical asset protection, and information assurance/computer network defense. air and missile defense, WMD protection, maritime defense, and space capabilities protection.”
Rationale:  Maintain consistency throughout the document on MCAs from Figure 1.  Do not mix MCAs and key elements

Sponsor Comment: Concur. Rewritten as follows “Key mission capability elements as described, but not limited, to the examples in Appendix E.” on page 17/18, line 32-2
	    A

	AF/XOHP

Mr Hurckes

703-696-0011
	17
	2b(1) (d)
	29-32
	U
	Critical:
Recommendation:  Rewrite sentence to read, “Key protection elements mission capability activities include, but are not limited to, personnel protection, critical asset protection, and information assurance/computer network defense air and missile defense, WMD protection, maritime defense, and space capabilities protection.”
Rationale:  Maintain consistency throughout the document on MCAs from Figure 1.  Do not mix MCAs and key elements

Sponsor Comment: Concur. As stated above; page 18, line 10-12
	    A

	ARMY

G3 DAMO SSP

MAJ Scott Miller DSN 224-2252 scott.miller2@hqda.army.mil
	18-19
	2.c
	20-23
	U
	Critical:  
Recommendation:  Describe how the Protection JFC integrates with the other JFCs, not just an individual description of each JFC.  

Rationale: There is overlap between the JFCs, these areas of overlap must be fully covered and understood.  For example:  the Force Application description should discuss offensive measures taken to support protection.  Preemption to spoil planned attacks, the role of deception, retaining or regaining the initiative and putting the opponent off balance.  The C2 section should discuss the role of the commander in setting protection priorities, integrating C2, BA and FA.  Without a comprehensive and integrated discussion in these areas, we have left gaps for our opponents to exploit.  

Sponsor Comment:  Concur; that a better description will add clarity. However, believe the concept does not miss the mark.  However, to add clarity the concept now contains a table on page 65 that illustrates the key relationships between protection and the other functional concepts. Coupled with the current description provided within the concept, the table sufficiently explains the relationship between the functional concepts. Table inserted at Appendix F.  Text inserted on page 18, line 13-17
	     A

	ARMY

G3 DAMO SSP

MAJ Scott Miller DSN 224-2252 scott.miller2@hqda.army.mil
	20
	2.a
	14
	U
	Critical:  
Recommendation:  Include the changes in training and the development of leaders and individuals in order to adapt to the future protection environment. 

Rationale:  Without any discussion within the capabilities section, this critical component of protection is not supported.  Examples include training leaders to manage the volume of information available to them, enabling a mindset in leaders that guards against detail absorption and indecision when resolution is lacking, a willingness to take prudent risks and integrating of innovative applications of technology and personnel into a very complex operating environment.  

Sponsor Comment:  Concur;  Concept now includes the following in, page 24, line 5-24 

3.  Support to Exercising Command Leadership and Training Responsibilities.  Joint Protection will need to provide a mechanism for commanders to rapidly exercise leadership responsibilities as they apply to the execution of the protection mission.  Leaders will require leadership development and training tools and procedures to perform the protection function.  

 a.    Leader Development.  One of the keys to enabling protection will be the development of leaders who can perform effectively across the ROMO in a complex, uncertain and dynamic operational environment.  Leadership development will need to focus on developing the enduring leadership traits that enable future leaders to function effectively in a collaborative decision environment rapidly.  Leadership development programs will need to address data, information and knowledge management issues to understand the risks, including information overload and the benefits of any particular architecture they engage in the course of an operation and during the execution of protection functions.  Leadership development must adapt to the dynamics of a collaborative decision environment so that leadership development keeps pace with the impact of emerging protection technologies.

      b.   Training.  Emerging technologies and ethnically   diverse areas will require future personnel to cover a wide range of technical competencies.  U.S forces should be flexible enough to train and incorporate new technologies as they mature and become available.  Cohesive teams must be built through training that will be capable of planning protection functions and to achieve a cohesive and responsive capability against adversary actions.  Experts in emerging technologies must be trained and available to recruit, retain, and train world class personnel.

	A

	AF/XOHP

Mr Hurckes

703-696-0011
	20
	2b
	25-28
	U
	Critical:  

Recommendation:  Rewrite sentence to read: 

b.  Assess/Decide/Task.  Develop an understanding of the situation and accurately identify adversary capabilities that can be used against friendly personnel, physical assets, and information and precisely derive adversary courses of action, planned or employed, with the intent to destroy, or disrupt, operational readiness.  Additionally, develop a course (or courses) of action, and orders for execution that will allow the JF to responsively react to actionable intelligence regarding adversary plans and actions directed against friendly personnel, physical assets, and information by disseminating warnings or predictions in a timely, accurate, and unambiguous manner.  Protection must have an actionable intelligence system that identifies …  Detect.  The ability to monitor, detect and track adversary actions is a Battlespace Awareness capability but critical to the Protection JFC success.  The PJFC will assume Battlespace Awareness provides this capability without failure.  Inherent in this we must …”
Rationale:  Accuracy.  “Assess” covers more ground than simply assessing the data collected.  “Assess” encompasses all activities between “Detect” to “Warn”.  

Sponsor Comment:  Concur;  Have modified the sentence as recommended with the additional description of “Additionally, begin developing a course of action…”, page 21/22, line 29-3

**To explore further in next version.  Accepted by conference.


	    A

	Maj Haines, JFCOM       J-853 DSN: 836-0538 robert.haines@jfcom.mil
	24-26
	2.d.
	10
	U
	Critical: The metrics for overall protection attributes include (1)Fully Integrated, (2) Networked, (3) Persistence, and (4) Effective. However, Chapter 5, Necessary Attributes and Capabilities, Paragraph 2a-e, the attributes listed for Detect, Assess, Warn, Defend, and Recover mention additional attributes such as timely, Continuous, Across the ROMO, Relevant, Precision, Quality, etc.

Recommendation: Identify metrics for all listed attributes, or adjust the listed attributes,. Or, clarify why the attributes and metrics in Chapter 6, para. 2d are the only metrics identified to “provide a context for the assessment of protection systems, capabilities, etc.”

Rationale: Clarity and completeness.

Sponsor Comment: Concur. Will use a single set of attributes (Chapter 6, page 26-28) that define the characteristics of the protection construct and its supporting activities. This single set of attributes, Fully Integrated, Networked, Persistent, and Effective, is derived from the JOpsC and reflects an analysis of the tasks associated with each activity. Activity attributes listed in Chapter 5 pages 21-23 have been deleted.
	    A

	OPNAV N513C

Molinari, LCDR

DSN: 223-2394

mailto:Molinari.Gregory@CNO.navy.smil.mil

	26
	3
	18
	U
	CRITICAL: Document refers to JROC approved enabling concepts.  Believe any existing JROC concepts will be subsumed into the list of JECs outlined in draft SPG.  For the JFC and JOpsC family to remain credible, it must refer to common concepts and know programs.  Referencing enabling concepts in the JFC is A GOOD THING… however, they must be the agreed upon JECs or other group of enabling concepts.

Recommendation: Refer to the JECs or couch these enabling concepts as likely future JECs. 

Rationale: The system of documents will break down and lose its tenuous veracity if JFCs do not relate to a common list of JECs and the same TOR.

Sponsor Comment:  Concur. Concept now refers to the TAMD 2010, HAS and CBRND concepts as JROC approved concepts not yet referred to as JECs as outlined in the SPG discussion on JECs.  Added text on page 28, line 28-30

**Text deleted


	    A 

	OPNAV N513C

Molinari, LCDR

DSN: 223-2394

mailto:Molinari.Gregory@CNO.navy.smil.mil

	34
	4
	Gen
	U
	CRITICAL: Document refers to a “Defense functional Concept”.   Not sure how a DFC relates to a JFC.

Recommendation: Provide granularity on difference between DFC and JFC or delete the reference to DFC.
 Rationale: DFCs are not tied into the JOpsC.  As such inclusion in JFC (which is) is confusing.
Sponsor Comment: Concur. This was a misinterpretation. Concept does not intend to refer to a Defense functional Concept. Sentence has been rewritten as follows for clarity: “…functional concept for CBRN Defense.”, page 36, line 33

**Standardize WMD/CBRN/CBRNE


	   A

	OPNAV N812, LCDR AP Bennett DSN:  224-0246

COM: (703)614-0246

Bennett.Augustus@cno.navy.smil.mil or augustus.Bennett@navy.mil
	37
	d.1.
	1
	U
	Critical:  Need to address forward deployed forces.

Recommendation:  Change paragraph section to read,“ Defensive measures concerned with assurance of assets that provide services that DOD requires to enable it to accomplish missions to deter aggression, maintain forward deployed presence, project forces overseas, and conduct operations.” 

Rationale:  Clarification between surge forces and those actually forward deployed.

Sponsor Comment:  Concur.  Have modified the paragraph to add “maintain forward deployed” after “deter aggression” page 39, line 9
	    A

	OPNAV N812, LCDR AP Bennett DSN:  224-0246

COM: (703)614-0246

Bennett.Augustus@cno.navy.smil.mil or augustus.Bennett@navy.mil
	37
	d.2.
	14
	U
	Critical:  Critical Asset Protection MCA references “major” air, surface, and subsurface platforms.

Recommendation:  Change paragraph section to delete major and read, “(i.e., space-related facilities, air, surface, and subsurface platforms…)

Rationale:  All air, surface, and subsurface platforms are critical.

Sponsor Comment: Concur. Have replaced “major air” with the word “air”. Page 39, line 21
	    A

	AF/XOR S&C4ISR CONOPS

Lt Col Williams

DSN: 426-6071

Frank.Williams@pentagon.af.smil.mil or

Frank.Williams@pentagon.af.mil
	39
	F
	33-48
	U
	Critical:  

Recommendation: Add/insert.  “…ground- and space-based attacks on US and friendly space systems…” before “…and, the use of civil….”  

Rationale: Accuracy It is critical to include the defensive counterspace capability that the Executive Agent for Space is providing in the 2015 timeframe.  Specifically, the Air Force is developing Tactics, Techniques and Procedures and fielding the Rapid Attack ID Detection and Reporting System
 in order to protect our space-based capabilities.  Successful Joint warfare requires full integration the Air Force’s air, space and information operations capabilities.
Sponsor Comment: Concur.  Text inserted on page 13, line 24-25
	     A

	STRATCOM

PR11

CAPT Patton

DSN: 271-1660

pattonm@stratnets.stratcom.smil.mil or

pattonm@stratcom.mil
	47
	
	26-30
	U
	Critical:   The current PRO JFC inconsistently defines deterrence throughout the document, mixing elements of the SD JOC definition of “strategic deterrence” with the current Joint Pub 1-02 definition of “deterrence.”  

Recommendation:  Remove extra references to deterrence from the PRO JFC to eliminate unnecessary confusion.

Rationale:  This gives the impression that “deterrence” and “strategic deterrence” are one in the same and interchangeable, which is incorrect, as the SD JOC proposes a significant expansion of the deterrence concept subject to experimentation, validation, and refinement.  
Sponsor Comment: Concur. Definition used by JOpsC is now reflected in the Appendix B. Glossary. Already used in other parts of the document where Strategic Deterrence is defined, e.g., chap 4 par 2.b. (c); Appendix B, page 50, line 36-37
	    A

	Marine Corps

JCDE Br, Suffolk

Maj Cheatham

cheatham@jwf.jte.osd.mil
	Gen
	
	
	U
	Critical Comments:  Concept pays little attention to maritime protection from in route to theater. No mention of submarine threats and mine threats. In addition,  Concept does not emphasize the requirement to gain in depth information of region and adversary using forward presence over time preceding crisis or operations. Use of Persistent sensors on page 4 for example...."The future protection process relies on persistent detection of threats in an integrated, shared, understanding of the battle space, and on timely dissemination of accurate decisions, warnings, and taskings to allow the Joint Force to protect itself against specific attacks/threats." While this is accurate, it does not adequately explain the value of presence including sensors over time to establish knowledge of threat operations and locations (from subs and missiles to terrorists).

Recommendation:  Include maritime protection in route to theater, particular submarine and mine threats.  In addition, more emphasis is needed on presence as it is complimented by sensors regarding information gathering, assessments and dissemination of threats.

Rationale: As the DoD look more at maritime operations (seabasing, etc.) maritime threats as we’ve known them in the past and anticipate in the future must be addressed. 
Sponsors Comments: Concept has taken steps to broaden its discussion of maritime protection concerns. As an example the  Executive Summary and Appendix E (MCA/MCE Matrix) has been expanded to included discussions on Maritime Protection and the capabilities such as mine clearing, anti-surface warfare and maritime intercept. Page 4, line 23-25 
	    A

	OPNAV N812, LCDR AP Bennett DSN:  224-2046

COM: (703)614-2046

Bennett.Augustus@cno.navy.smil.mil or augustus.Bennett@navy.mil
	Gen
	
	
	U


	Critical:  Mission Capability Elements (Appendix E) must capture Navy unique operations 

Recommendation:  Add Maritime Interdiction Operations under Personnel Protection 

Rationale:  Clearly establishes MIO as a MCE. 

Sponsor Comment: Concur. Have added to the MCA/MCE matrix and expanded discussions within text with respect to the descriptions of the MCAs. Added to matrix at Appendix E, page 63, page 35, line 30
	    A

	OPNAV N812, LCDR AP Bennett DSN:  224-2046

COM: (703)614-2046

Bennett.Augustus@cno.navy.smil.mil or augustus.Bennett@navy.mil
	Gen
	
	
	U


	Critical:  Mission Capability Elements (Appendix E) must capture Navy unique operations 

Recommendation:  Add Mine Countermeasures under Critical Asset Protection

Rationale:  Clearly establishes MCM operations as a MCE.

Sponsor Comment:  Concur.  Inserted at page 39, line 23-24
	    A

	ARMY

TRADOC

Futures Center

Bill Shugrue

DSN:680-4140

shugruew@monroe.army.mil
	Gen
	
	
	U
	Critical:  
Recommendation: Clearly describe the military protection problem that will exist in 2015.  Need to tie the problem to the joint operating environment and the protection challenges posed by how U.S. joint operations will be conducted for warfare and crisis resolution as established in the JOpsC and JWCR, JROCM 022-03. Specific JOpsC and JROCM 022-03 protection challenges are created by U.S capabilities to conduct network-centric operations, multi-directional and multi-dimensional operations from regionally or globally dispersed locations, projection of the joint force directly into the JOA from CONUS and ISBs, operational maneuver from strategic distances, STOM, establishment of joint sea bases for force projection and sustainment, and distributed employment and sustainment of the force in the JOA.  

Rationale: New force protection challenges are created in the 2015 timeframe by (1.) potential adversaries’ options for negating U.S. joint force conventional and tactical advantages and (2.) by the new methods of U.S. joint warfare and crisis resolution proposed for the 2015 timeframe.  The PJFC still does not clearly identify what the military protection problem is for the 2015 timeframe.  See DART Quick Look” Review of the PJFC and subsequent comments for recommendations and additional details.

Sponsor Comment:  Concur; to add more clarity, have expanded discussion of the problem to include network centric, multi-directional and multi-dimensional operations. Page 12, line 23-24.  Additional language resolved issue.


	    A

	ARMY

TRADOC

Futures Center

Bill Shugrue

DSN:680-4140

shugruew@monroe.army.mil
	Gen
	
	
	U
	Critical:

Recommendation:  Clearly describe the military protection solution (s) to the problem that will exist in 2015.  Need to identify how the protection function will contribute to solving the protection dilemmas posed by the 2015 joint operating environment and the new ways of joint warfighting as established in JOpsC and JROCM 022-03. 

Rationale:  The concept still does not clearly identify how the military protection function will transform to contribute to joint warfighting for the 2015 timeframe.  Need to provide transformational approaches towards force protection that specifically link to the joint operational environment (JOE) - including the anti-access/area-denial strategies expected.  Additionally, force protection demands will be significantly different due to the new warfighting methods proposed in the JOpsC and JROCM.   See DART reviews and previous Army comments for recommendations and additional details.

Sponsor Comment:  Concur; for the purposes of this document page 2 and the Preface already speak to transformation.  As stated above, have incorporated (page 12) reference to net centric, multi-directional and multi-dimensional aspects of the solution.  Added language resolved issue.
	    A

	HQDA, US Army G-8,

DAPR-FDJ

LTC Draxler

DSN: 222-4970

helmut.draxler@HQDA-S.army.smil.mil or

helmut.draxler@hqda.army.mil
	Gen
	
	
	
	Critical:  

Recommendation:  Move of AMD from MCA (vertical element) to MCE (horizontal element) and add Space Control as a MCE. 

Rationale:  The concept correctly focuses on 3 domains of Personnel, Assets and Information.  These represent “what” is to be protected.  AMD is a non sequitur to this construct.  All other concepts are enabling concepts and logically integrate horizontally with the MCAs.  Protection of Space assets both on the ground and in Space require specified and unique tasks that are horizontally integrated with protect personnel, protects assets and protect information.  Enabling concepts, as they are correctly identified in line 35 of the Executive summary should provide the detailed “how”. 

Sponsors: Comments:  Concur; with the recommendation to identify three MCAs (Protect Personnel, Protect Physical Assets, Protect Information). The MCAs reflect the broad categories that describe what must be protected to provide the Joint Force the maximum opportunity to conduct force operations in 2015.  Air and Missile Defense, Computer Network Defense, along with Maritime Defense, and Defensive Counterspace are Mission Capability Elements that define how the Joint Force will protect personnel, physical assets and information. Page 4 (Executive Summary, line 10-11)


	    A

	OTSG, DASG-FM

COL Rabren

DSN: 761-4221

Doug.Draxler@OTSG.AMEDD.ARMY.MIL
	Gen
	4

33
	16-18

12-14
	U
	Critical:

Recommendation:  Expand the Personnel Protection MCA to include the medical capabilities to detect, assess, warn, defend, and recover from the health threat posed by disease and non-battle injury.    
Rationale:  Currently the Personnel Protection MCA is limited to protection against deliberate hostile actions resulting in battle injuries. Disease and non-battle injury account for significant losses to unit effectiveness, and represent a critical part of the full spectrum of the health threat to personnel.  Medical surveillance and medical intelligence are two capabilities to detect, assess, and warn against these health threats.  Many medical countermeasures, such as immunization, provide the capability to defend against these health threats.    Medical and rehabilitative care provides the capability for recovery following injury and illness. 

Example: Change "…is composed of a variety of active and passive measures (e.g. weapons, armor, camouflage, stealth, deception, etc.).. insert before the etc..  Force Health Protection 

Example:  Change "… explosives, projectiles, directed enemy weapons."  Add " and Disease and Non-battle injury Casualty" in the definition of Personnel Protection MCA

Sponsors: Comments:  Concur; with comment. Concept incorporates this recommendation in the MCA/MCE Matrix and also in the discussion of the Protect Personnel MCA in  Chapter 6, page 35, par 3.c line 16-19 amended to add after  “…enemy weapons. “ In addition, protection must also include actions to mitigate the effects of disease non battle injury, which represent a critical part of the full spectrum of the threat to personnel”, page 35, line 17-19, page 35, line 18. Have also inserted “force health protection”.
	     A

	AF/XONP

Mr. George Havrilak

614-5696

george.havrilak@

pentagon.af.mil

or

george.havrilak@

af.pentagon.smil.mil
	4
	1
	9-11
	
	Critical

Recommendation:  “To implement future Joint Force protection, the Protection Joint Functional Concept identifies five four Mission Capability Areas (MCAs): Air and Missile Defense, Chemical, Biological, Radiological and Nuclear Defense, Critical Asset Protection….”

Rationale:  Correct a serious omission.  CBRN Defense covers more than just personnel protection.  It describes the broader requirements for combating WMD, per the National Strategy to Combat WMD.  The dissolution of the Strategic Deterrence Joint Warfighting Capabilities Assessment (JWCA) and the stand up of the current Protection Functional Capabilities Board (FCB) have left a void in the comprehensive treatment and assessment of combating WMD-related capabilities.  To help correct this, a narrative describing the CBRN Defense mission capability area, with appropriate references to combating WMD, is included later in this matrix.  

Sponsor Comment: Non concur as stated above. CBRN will appropriately added and discussed as an MCE.  Language resolved issue

	R

	AF/XOR S&C4ISR CONOPS

Lt Col Williams

DSN: 426-6071

Frank.Williams@pentagon.af.smil.mil or

Frank.Williams@pentagon.af.mil
	4
	Exsum
	8
	
	Critical:  

Recommendation: Change.  “…four…” to “…five…” Mission Capability Areas MCAs.  

Rationale: Accuracy, It is critical to include the defensive counterspace capability that the Executive Agent for Space is providing in the 2015 timeframe.  Specifically, the Air Force is developing Tactics, Techniques and Procedures and fielding the Rapid Attack ID Detection and Reporting System in order to protect our space-based capabilities.  Successful Joint warfare requires full integration the Air Force’s air, space and information operations capabilities.
Sponsor Comment: Nonconcur. MCAs provide a logical approach to identifying the capabilities that enable protection in 2015. That approach includes the grouping of related capabilities derived from an analysis of the mission to protect people, physical assets and information using the protection activities (detect, assess, warn, defend, and recover).

MCAs also provide an efficient methodology for architecture development by facilitating the creation of activity boxes that facilitate the identification of supporting activities derived from the protection activities. 

MCAs facilitate the identification of the capabilities that enable protection. These capabilities are directly related to the activities discovered in architecture development.  The concept defines these capabilities as Mission Capability Elements. These MCEs are the basis for the identification of required enabling concepts and architectures that describe the details of how to use the applicable capabilities. 

The MCA/MCE matrix in Appendix E of the paper shows the relationship between the MCAs and MCEs. The matrix has been refined to reflect MCEs that address the defensive counter-space. Page 63
	    R

	ORG

AF/XOR S&C4ISR CONOPS

Lt Col Williams

DSN: 426-6071

Frank.Williams@pentagon.af.smil.mil or

Frank.Williams@pentagon.af.mil
	4
	Exsum
	10
	U
	Critical:  

Recommendation: Add/insert.  “…defensive counterspace…” before “…and Personnel Protection.”  

Rationale: Accuracy, It is critical to include the defensive counterspace capability that the Executive Agent for Space is providing in the 2015 timeframe.  Specifically, the Air Force is developing Tactics, Techniques and Procedures and fielding the Rapid Attack ID Detection and Reporting System in order to protect our space-based capabilities.  Successful Joint warfare requires full integration the Air Force’s air, space and information operations capabilities. Page 4
Sponsor Comment:  Non-concur. As previously discussed; MCAs are Protect Personnel, Physical Assets and Information;  Defensive counterspace is an MCE.  Language resolved issue.
	    R

	Marine Corps

JCDE Br, HQMC

Mr. R.B. Peele

peelerb@hqmc.usmc.mil or peelerb@hqmc.usmc.smil.mil
	4,8,23,

59
	
	
	U
	Critical: The Concept fails to incorporate “Maritime Defense” as an MCA with the minimum MCEs (i.e., mine clearing, anti-surface warfare, and maritime intercept ops) as addressed by the DART report of 13 Oct 2003.

Recommendation:  Include Maritime Defense and the MCEs per the DART report.

Rationale: Per the DART report, Dr. Edward L. Warner, a DART workshop participant, proposed alternative mission areas. One of which, Maritime Defense, is missing from this Concept.  The DoD is currently looking at more capability from the sea given the likelihood of “host nation support” being more uncertain for future operations.  Therefore, maritime threats as we’ve known them in the past and anticipate in the future must be addressed.

Sponsors: Comments:  Non concur.   purpose behind the use of MCAs is to provide a logical approach to identifying the capabilities that enable Protection in 2015.  That approach includes the grouping of related capabilities derived from an analysis of the mission to protect people, physical assets and information using the protection activities (detect, assess, warn, defend, and recover) described in the FPJFC. 

MCAs also provide an efficient methodology for architecture development by allowing the creation of activity boxes that facilitate the identification of supporting activities derived from the protection activities. 

MCAs are not intended to serve any purpose other than as described above. However, some have linked the identification of MCAs with the degree of importance certain capabilities have with respect to the prioritization of resource allocation and investment decision for protection.  The authors disagree with this premise and offer that the leadership will determine importance as measured by its assessment of several analytical products/tools to include FAA, FNA, ICDs, COCOM IPLs, DPG, etc. 

MCAs facilitate the identification of the capabilities that enable protection.  These capabilities are directly related to the activities discovered in architecture development. The authors have defined these capabilities as Mission Capability Elements. In the authors’ view, the MCEs would logically lead to the identification and development of enabling concepts that describe the details of how to use the applicable capabilities. 

This also leverages the existing concepts, e.g., JROC approved CBRND (Sense, Shape Shield, Sustain) that explain how to use a particular capability. 

The MCA/MCE Matrix in appendix E of the paper shows the relationship between the MCAs and MCEs. As stated earlier, the matrix has been refined to reflect MCEs that address the issue of Maritime Defense (protection). Page 64
	    R

	AF/XONP

Mr. George Havrilak

614-5696

george.havrilak@

pentagon.af.mil

or

george.havrilak@

af.pentagon.smil.mil
	8
	Fig 1
	12-13
	    U
	Critical:

Recommendation:  Insert another protection MCA -- “CBRN Defense.”

Rationale:  Correct an omission.  None of the four protection MCAs depicted encompass the MCA of CBRN Defense.

Sponsor Comment:  Non concur. As previously discussed, CBRN will be added as an MCE.
	    R

	AF/XOHP

Mr Hurckes

703-696-0011
	8
	2b
	12-13
	    U
	Comment:  

Recommendation: In Figure 1, change the MCA “Air & Missile Defense” to “Non-Critical Asset Protection”

Rationale: The Mission Capability Area (MCA) of “Air & Missile Defense” is not consistent with the other MCAs defined.  Also you are not just defending from the air but also from the ground and sea. To be consistent, the decomposed Protection MCAs include the “things” that need protection.  The list is therefore complete with: Computer Network Defense, Non-Critical Asset Protection, Personnel Protection and Critical Asset Protection.
Sponsor Comment:  Non concur; Concept now refers to only three MCAs which delineate the categories of ‘what’ is to be protected. See earlier discussions herein on MCAs for additional explanation. Page 8, Chapter 6, page 35-42, page 64
	R

	AF/XOR S&C4ISR CONOPS

Lt Col Williams

DSN: 426-6071

Frank.Williams@pentagon.af.smil.mil or

Frank.Williams@pentagon.af.mil
	8 
	Figure 1
	28
	U
	Critical:  

Recommendation: Add/insert.  “…defensive counterspace…” block before “…and Personnel Protection.”  

Rationale: Accuracy, It is critical to include the defensive counterspace capability that the Executive Agent for Space is providing in the 2015 timeframe.  Specifically, the Air Force is developing Tactics, Techniques and Procedures and fielding the Rapid Attack ID Detection and Reporting System in order to protect our space-based capabilities.  Successful Joint warfare requires full integration the Air Force’s air, space and information operations capabilities.
Sponsor Comment: Non concur as stated above
	   R

	AF/XOHP

Mr Hurckes

703-696-0011
	17
	2b(1)

(a)
	7-9
	U
	Comment:  CRITICAL

Recommendation:  Delete, “The requirement for providing commanders with knowledge and advanced warning of such threats and intentions is a common protection function supporting both the MCO and Homeland Security JOCs, and demands a seamless, coherent approach.”
Rationale:  This capability is not a function of the PJFC, this is a Battlespace Awareness JFC function/capability.

Sponsor Comment: Non concur; Battlespace Awareness, as is protection and each of the other functional concepts, is cross cutting. To deny that fact and not address BA requirements within this document would be tantamount to disregarding same in planning and execution. This could cause  catastrophic results. Page 17, line 12-15
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	AF/XONP

Mr. George Havrilak

614-5696

george.havrilak@

pentagon.af.mil

or

george.havrilak@

af.pentagon.smil.mil
	39
	New f.
	33
	U
	Critical:

Recommendation:  Add a section dedicated to the CBRN Defense MCA.  For example, the section could read as follows:

“f.  CBRN Defense MCA”

   “(1) The National Strategy to Combat Weapons of Mass Destruction, which is one of the specific strategies that fit within the framework established by the two overarching and mutually supporting strategies, National Security Strategy of the United States and National Strategy for Homeland Security, coordinates the United States’ many efforts to deny terrorists and states the materials, technology and expertise to make and deliver WMD.  The strategy to combat WMD defines three pillars: Nonproliferation (NP), Counterproliferation (CP) and Consequence Management (CM).   The following narratives describe a structure for the integration of NP, CP and CM within the PJFC, as well as the other JOCs and FCs.”

   “(2) Purpose.  The purpose of the CBRN Defense MCA is to provide a broad enabling concept for combating WMD, and to describe the four cross-cutting enabling functions that serve to integrate the efforts of the three pillars.”

   “(3) Timeframe.  This MCA is relevant to the on-going Global War on Terrorism.  As the VCJCS has said, ‘It’s going to be 10, 15, 20 years of protecting ourselves from the terrorists’.”

   “(4) Assumptions and Risks.  The world’s most dangerous regimes and terrorists, if armed with WMD, may employ them.  Specifically, the stated purpose of terrorist groups seeking WMD is to use them to kill large numbers of Americans, our friends and allies.”

   “(5) Description of the Military Environment.”

       “(a) Combating WMD is a global problem that crosses combatant commands.”

       “(b) The increasing availability of the world’s most destructive weapons to the world’s most dangerous regimes and terrorists will challenge military operations.”

       “(c) An adversary’s threat, or use, of WMD will be a likely condition of war and the proliferation of WMD will continue to challenge combatant commanders.”

      “(d) WMD has the potential to severely disrupt and damage the U.S., its forces, and friends and allies.”

      “(e) Military operations in NP, CP and CM requires close coordination, planning and execution between the US and involved countries.”

    “(6) Synopsis of the Central Idea”

         “(a) WMD in the possession of the world’s most dangerous regimes and terrorists represents one of the greatest security threats.”

         “(b) To combat this threat, the US strategy involves three mutually supporting aspects: NP, CP and CM.  They are to be integrated into basic doctrine, training and equipping the joint forces.”

             “1.  NP is the application of the appropriate instruments of national power to prevent a state or non-state actor from obtaining WMD and the means to deliver them (WMD/M).  The military applies capabilities ranging from military-to-military engagements to intelligence and surveillance actions to support the US Government objective of NP.”     

             “2.  CP is actions taken to prevent proliferation, stop or roll-back current WMD programs, defeat delivery systems, hold at risk WMD-related targets, and protect US interests from the threat or actual use of WMD.”

             “3.  CM is measures taken to protect domestic and foreign public health and safety, restore essential government services, and provide for emergency relief to military installations/assets, governments, businesses and individuals affected by the effects from the use of a WMD.  The DOD is involved in developing and maintaining the capability to reduce to the extent possible the consequences of WMD attacks at home and abroad.”

    “(7) Capabilities and Attributes.”

         “(a) NP includes detect and monitor, and knowledge of acquisition and development of WMD.  This set of capabilities encompasses the collection, analysis and dissemination of intelligence required to track the development of a WMD program or acquisition of WMD.  This capability ranges from the knowledge of how WMD programs would be established, sources of materials, tracking shipments and monitoring the activities of WMD experts.  This set of capabilities exemplifies the crosswalk of CbtWMD to the BAJFC.”

         “(b) NP includes the conduct of military operations.  This set of capabilities involves close interagency coordination, information operations, maintenance of forward military presence to conduct short-notice and persistent operations, and the conduct of in-theater training and exercises to demonstrate the ability to interdict or intercept shipments.”

         “(c) NP includes peacetime engagement.  This set of capabilities encompasses the conduct of military-to-military engagement and the provision of security assistance.  Military-to-military engagement serves to communicate U.S. resolve, as well as U.S. capabilities to operate in a WMD environment.  Security assistance is a tool of NP that provides states with conventional alternatives to WMD.”

         “(d) CP includes detect and monitor.  This set of capabilities involves locating, characterizing and tracking the indicators of WMD proliferation, movements and employment.  The capabilities range from target characterization to nodal analysis of proliferation pathways.  The key capabilities include the following: 1) collection of WMD-relevant intelligence, 2) fusion of WMD-related intelligence, 3)  analysis of WMD-related intelligence to produce timely WMD intelligence products, and 4) near real-time dissemination of WMD-related intelligence to commanders in the construction of a WMD common operating picture.  This set of capabilities exemplifies the crosswalk of CbtWMD to the BAJFC.”

         “(e) CP includes preparing to conduct CP operations.  The capabilities include the following: 1) planning, training and exercising to conduct CP operations, and related operations within a WMD contaminated environment; 2) acquiring and pre-positioning WMD defense-related equipment; and 3) employment of WMD detection and early warning systems.  This set of capabilities exemplifies the crosswalk of CbtWMD to the FLJFC.”

         “(f) CP includes conducting offensive operations.  The capabilities include intercepting/interdicting and/or diverting WMD/M-related shipments, seizing WMD/M, attacking WMD/M-related targets and eliminating residual WMD/M while minimizing collateral effects.  This set of capabilities exemplifies the crosswalk of CbtWMD to the FAJFC.”

         “(g) CP includes active defense operations.  This set of capabilities is partially depicted with the AMD section of the PJFC.  For the purposes of CP active defense also includes defending against WMD delivered by surface and unconventional means.  This capability set allows for the military solutions to problems of identifying, intercepting and destroying special operations forces or terrorists delivering WMD while minimizing collateral effects.  This set of capabilities exemplifies the crosswalk of CbtWMD to the BAJFC.”

         “(h) CP includes passive defense operations.  This capability set encompasses the JROC-approved CBRN Defense Concept.  There are four key capability categories: sense, shape, shield and sustain.  Sense is the capability to continually provide information about a CBRN hazard by detecting, identifying and quantifying CBRN hazards in the air, water, and on land, personnel, equipment or facilities.  Sense corresponds to the PJFC capability to detect.  Shape is the capability to characterize the CBRN hazard to the JFC.  Shape corresponds to the PJFC capabilities to assess and warn.  Shield is the capability to protect the JF from harm caused by CBRN hazards by preventing or reducing individual and collective exposures, applying prophylaxis to prevent or mitigate physiological effects, and protecting critical equipment.  Shield corresponds to the PJFC capability to defend.  Sustain is the capability to continue operations through medical actions, decontamination and/or use of concepts of operation that avoid thorough decontamination and expedite relief from the continual wearing of protective ensembles.  Sustain corresponds to the PJFC capability to recover.”

         “(i) The final capability set under CbtWMD is CM.  The capability categories of CM are: 1) assessment; 2) coordination of operations; 3) logistics; 4) medical treatment; and 5) decontamination.  Key capabilities in assessment include securing the affected area and IO to communicate the nature of the threat.  Key capabilities in coordination include security and control of contaminated areas, as well as sample collection and packaging.  Key capabilities in logistics include movement of equipment and supplies for conducting CM.  Key capabilities in medical treatment include the diagnosis and appropriate treatment for the WMD exposure.  Key capabilities in decontamination include contract management (non-DOD capabilities are required for restoration) and appropriate decontamination equipment.  This set of capabilities exemplifies the crosswalk of CbtWMD to the BA, FA, FL, and C2 JFCs.”
Rationale: Correct an omission.  It is also consistent with a previous comment made on pages 4 and 8 to add the MCA for CBRN Defense.

Sponsor Comment:  Non concur;  CBRN Defense is a MCE. However, will review discussion of same and determine if more detail is required.  Discussion satisfied conference.

	     R



	AF/XOHP

Mr Hurckes

703-696-0011
	8
	2b
	12-13
	    U
	Critical:
Recommendation: In Figure 1, change the MCA “Assess” to “Assess/Decide/Task”

Rationale: As the capability descriptions have been reworked, “Assess” does not reflect the capability description (as iterated on pg 20, para 2b; see correction later in this CRM). 

Sponsor Comment:  Non concur; see earlier discussions on MCAs. In addition, Assess is a protection activity. In accordance with J-8 guidance, the ability to perform this or any other activity constitutes a capability.  Discussion focused on nature of “decide”.  Figure 1, Page 8, 
	    R

	AF/XOHP

Mr Hurckes

703-696-0011
	8
	2b
	12-13
	    U
	Critical:  

Recommendation: In Figure 1, change the MCA “Decide/Warn/Task” to “Warn”

Rationale: As the capability description has been reworked, “Warn” does not reflect the capability description (as iterated on pg 21, para 2c; see correction later in this CRM).  Additionally, “Warn” belongs to the C2JFC and like “Detect”, is critical to the PJFC but assumed to exist and not a capability to be championed by PJFC in the JROC process.
Sponsor Comment:  Non concur; Warn accurately describes a key protection activity which, although it has BA implications, is clearly a concern that falls within the purview of the protection mission area. Figure 1, Page 8 and Page 22, line 26
	    R

	AF/XOHP

Mr Hurckes

703-696-0011
	17
	2b (1)(b)
	
	
	Critical:
Recommendation:  Rewrite to read, “b.  Homeland Security (HLS) 
.  Protection is the sum of all actions taken to prevent an adversary’s effect on the JF and the population the JF protects.  To ensure HLS responsibilities, the JF must protect all critical bases-of-operation, the forces that may be required for HLS, and other essential critical DoD infrastructure.  Of particular interest are measures taken to deter CBRNE weapons and which mitigate the effectiveness of their use if an attack occurs.  Key components of protection include, but are not limited to, personnel protection, critical asset protection, information assurance/computer network defense, air and missile defense non-critical asset protection, WMD protection, maritime defense, and space capabilities protection in association with the capability to assist civil authorities, if so directed, to minimize effects on operational effectiveness.”
Rationale:  The scope of Protection is to defend JF assets (people and things) in order that the JF can achieve “decisive results at a time and place of the U.S. leadership’s choosing.”  Protection of anything other than the JF falls under the premise of the JF “defending the nation.”  Rewording “Key components” is in-line with previous corrections (correction for PJFC pg 8, para 2b). 
Sponsor Comment:  Non concur; As stated, definition addresses the scope of the JF protection mission. Page 17, line 16-26
	    R

	AF/XOHP

Mr Hurckes

703-696-0011
	20
	2a
	15-16
	
	Critical:
Recommendation:  Rewrite sentence to read, “a.  Detect  An enabling capability used by Protection but owned and championed by Battlespace Awareness. The ability to collect and obtain timely, unambiguous, and accurate data regarding adversary capabilities, and actions planned or employed against friendly personnel, physical assets, and information.  Protection requires a persistent detection network that provides continuous situational awareness across the ROMO and triggers protection activities in near real-time.  Our ability to detect in the future is inextricably tied to predictive intelligence, focusing our detection efforts, and optimizing where to look.  The function of “observing” in the decision cycle is resident in the function of detection. Detect.  The ability to monitor, detect and track adversary actions is a Battlespace Awareness capability but critical to the Protection JFC success.  The PJFC will assume Battlespace Awareness provides this capability without failure.  Inherent in this we must …”
Rationale:  “Detect” is not a Protection capability to champion (in the JROC process).  This capability is defined for Battlespace Awareness (BA).   BAJFC will ensure the capability meets all JFC requirements and champion DOTMLPF solutions in the JROC process.   

Sponsor Comment:  Non concur;  JCIDS process determines the “champion” of specific capabilities. Page 21-line 17
	    R

	AF/XOHP

Mr Hurckes

703-696-0011
	21
	2c
	15
	U
	Critical:

Recommendation:  Rewrite sentence to read, “c.  Warn  An enabling capability used by Protection but owned and championed by the Command and Control Joint Functional Concept (C2JFC).  “Warn” is the simple act of disseminating the Course of Action (COA) developed in the Assess(ment) process/capability.  Development of a course (or courses) of action, and orders for execution that will allow the JF to responsively react to actionable intelligence regarding adversary plans and actions directed against friendly personnel, physical assets, and information by disseminating warnings or predictions in a timely, accurate, and unambiguous manner.  The JF commander develops several alternatives, assessing them and then selecting the best one.…”
Rationale:   The description of “Warn” as printed in the draft PJFC does not describe the action.  Suggested text change better defines “Warn.”.  Additionally, “Warn” belongs to the C2JFC and like “Detect”, is critical to the PJFC but assumed to exist.  C2JFC will ensure the capability to “Warn” meets all JFC requirements and champions DOTMLPF solutions in the JROC process.

Sponsor Comment: Non concur; as previously stated, the JCIDS process will determine the champion. Page 22, line 26-30
	    R

	Maj Haines, JFCOM       J-853 DSN: 836-0538 robert.haines@jfcom.mil
	26
	3.b.
	27
	U
	Critical: Paragraph 3.b. on the AMD MCA discusses Theater Air and Missile Defense, HAS, and Ballistic Missile Defense, yet it does not directly discuss Integrated Air and Missile Defense. The Protection Functional Concept should promulgate Integrated Air and Missile Defense. This the golden opportunity to define what Integrated Air and Missile Defense is, and break it down into the respective parts – a HLS piece, theater piece, and ballistic missile defense piece.

Recommendation:  The functional concepts describe how the joint force integrates capabilities. Therefore, the docment should advocate integrated air and missile defense.

Sponsor Comment:  The concept provides detailed discussion on how air and missile defense supports protection. Coupled with on ongoing discussions in the Above DAB (formerly IAMD OIPT), the concept sets the framework for defining IAMD but leaves that final determination for description in an appropriate enabling concept. Page 28-35

	     R

	Maj Haines, JFCOM       J-853 DSN: 836-0538 robert.haines@jfcom.mil
	26
	3.b.
	27
	U
	Critical: Paragraph 3.b. on the AMD MCA is the only MCA in the chapter that does not directly address the activities of Detect, Assess, Warn, Defend, and Recover. These are essential elements of the AMD process and should be discussed. The other MCAs (Personnel Protection, Critical Asset Protection, and Computer Network Defense) each identify the above activities in separate paragraphs, which is a consistent and helpful format.

Recommendation:  Structure paragraph 3.b. like the other MCAs to include Detect, Assess, Warn, Defend, and Recover.

Sponsor Comment:  Non-concur. AMD is no longer categorized as a mission capability area, it is a mission capability element (MCE) whose link to the protection activities, Detect, Assess, Warn, Defend, and Recover, is via the MCAs of Protect Personnel, Protect Physical Assets, and Protect Information.  The key activities of the AMD MCE are Plan, Control, Execute and Sustain. Page 28-35
	    R
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